A1
28,
BURLINGTON
PUBLIC LIBRARY

Technology Access and Education Policy

The Burlington Public Library provides access to a wide range of electronic information through a variety
of access points including, but not limited to, wireless internet, circulating hot spots, circulating
Chromebooks, technology help and public computer use.

When logging onto a library computer, connecting to the library’s wireless network, borrowing hotspots,
using any library equipment, or participating on the library’s social media sites, users agree to adhere to
the library’s policies and procedures. Users are responsible for compliance with copyright law, software
license agreements, and local, state, and federal laws including, but not limited to, those concerning
fraud, forgery, harassment, privacy, and obscenity (lowa Code 728). It is a violation to damage library
equipment through misuse or mistreatment.

In compliance with the Child Internet Protection Act (CIPA), the library filters all its computers, and all
access to the Internet through its network, to protect against access to obscene visual depictions, child
pornography, and/or other material harmful to minors, as required by law. The filter may unintentionally
block sites that have legitimate research value and fail to block objectionable content. Users should be
aware that Internet filtering software installed for CIPA compliance should not substitute for individual
judgement and/or parental involvement and oversight. As the law requires, the library will disable filtered
Internet access to people 18 or older who request it.

When logging onto a public library computer, users must agree to the following guidelines:

Your privilege of using these public computers may be revoked if you violate our technology access and
education policy or fail to comply with these guidelines:

- You must follow any and all library policy and lowa law regarding public computer use

- Do not display sexually explicit graphics or detailed graphics of violence (lowa Code 728)

- Do not alter any hardware or attached peripherals expect for removable USB drives

Users of library computers create, store, and use personal files on library computers at their own risk. The
library is not responsible for the loss of personal electronic documents or files. Library staff will provide
limited support on non-library devices.

The library has no control over the information accessed through the Internet, assumes no responsibility,
and shall have no liability for any damages arising from the use of information found on the Internet, or
any communications sent through the library’s networks, equipment, or social media sites. Users are
responsible for evaluating material for accuracy and suitability and may encounter material that they
consider offensive. The availability of information on the Internet or on the library’s social media sites
does not constitute endorsement by the Burlington Public Library.



In order to protect the privacy of its users, the library does not maintain records of what a user views.
Complete privacy in using the Internet in the library cannot be promised due to the public nature of the
library setting. The library is a public space used by people of all ages, backgrounds, and sensibilities.
Individuals are asked to consider this fact and to respect others when accessing information and images.

As with all library resources, supervision and any restriction of a child’s access rests with parents,
guardians, or responsible caregivers. Library staff cannot act in place of a parentin providing care or
supervision for children on the Internet. The library recognizes the right for each family to define
appropriate Internet use for their children. Library staff can provide informational brochures, links to
filtered search engines, links by topic, and training opportunities for parents, guardians, and caregivers to
assist them in their responsibilities for a child’s Internet use.

Library computers for use outside of the building are managed by the library using management software
that allows for device tracking and monitoring within the privacy guidelines. Device tracking may be used
when the computer has not been returned. Hotspot service is suspended when the device becomes
overdue.

The library reserves the right to monitor content on its social media sites and to any messages, tags or
postings that it deems, in its sole discretion, to be abusive, defamatory, in violation of copyright,
trademark right or other intellectual property right of any third party, or otherwise inappropriate for the
service.

In order to provide access to as many users as possible, the library reserves the right to limit the amount
of time a patron has at a computer. The library reserves the right to end a computer session at any time
for any reason. Violation of these policies will result in suspension of library use privileges and/or criminal
charges according to lowa and federal law.

Disclaimer: The Burlington Public Library makes no warranty, expressed or implied, for the timeliness,
accuracy or usefulness for particular purpose of information accessed via the Internet.
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